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Pan
Jurand Drop
Podsekretarz Stanu

Ministerstwo Finansow

Szanowny Panie Ministrze,

w odpowiedzi na pismo z 3 grudnia 2025 r. (znak: FN .700.11.2025), dotyczace
projektu ustawy o osobistych kontach inwestycyjnych (projekt z grudnia 2025 r.),
dziatajgc na podstawie art. 57 ust. 1 lit. ¢ rozporzgdzenia Parlamentu Europejskiego i
Rady (UE) 2016/679" oraz art. 51 ustawy o ochronie danych osobowych?, Prezes Urzedu
Ochrony Danych Osobowych jako organ nadzorczy zgtasza nastepujace uwagi.

1. Art. 2 projektu ustawy odnoszgcy sie do definicji, w punkcie 18 odwotuje sie do
przepisow ustawy z dnia 27 maja 2004 r. o funduszach inwestycyjnych i zarzgdzaniu
alternatywnymi funduszami inwestycyjnymi i okres$la ,rejestr uczestnikéw” jako ,rejestr
uczestnikdw funduszu inwestycyjnego, o ktérym mowa w art. 87 ustawy z dnia 27 maja
2004 r. o funduszach inwestycyjnych i zarzgdzaniu alternatywnymi funduszami
inwestycyjnymi”. Art. 87 ust. 2 pkt 1 ustawy o funduszach inwestycyjnych (...) wskazuje,
ze ,Rejestr uczestnikdw funduszu zawiera w szczegdélnosci: dane identyfikujgce
uczestnika funduszu” bez doprecyzowania tych danych, w zwigzku z czym rejestr
uczestnikow definiowany w projektowanej ustawie powinien dookresla¢ katalog danych
osobowych identyfikujgcych uczestnika funduszu inwestycyjnego (zasada minimalizacji
danych — art. 5 ust. 1 lit c rozporzgdzenia 2016/679).

2. Watpliwosci budzi art. 5 projektu ustawy dotyczgcy umowy o prowadzenie
osobistych kont inwestycyjnych (OKI).

"' Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony 0s6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzgadzenie o ochronie danych)
(Dz. Urz. UE L 119 2 4.5.2016, str. 1 ze zm.).

2 Ustawa z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r. poz. 1781).
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Wstep do wyliczenia elementéw umowy — poprzez sformutowanie ,w
szczegolnosci” i pomimo wyréznienia w pkt 2 zamknietego katalogu ,danych
identyfikacyjnych inwestujgcego” — zawiera otwarty katalog informacji, a tym samym
takze danych osobowych identyfikujgcych inwestujgcego. Projektowany przepis powinien
zatem zostac¢ doprecyzowany, poprzez zamkniecie katalogu danych, celem zapewnienia
stosowania zasad wynikajgcych z art. 5 rozporzadzenia 2016/6793, zwtaszcza zgodnosci
z zasadami: zgodnosci z prawem, rzetelnosci i przejrzystosci, celowosci oraz
minimalizacji danych.

Ponadto, wsréd danych identyfikujgcych inwestujgcego, projektodawca wskazat
zaréwno numer PESEL, jak i identyfikator podatkowy NIP, jezeli zostat nadany (art. 5 pkt
2 lit. c-d). Projektodawca nie uzasadnit niezbednosci pozyskiwania numeru PESEL w
sytuacjach, gdy przetwarzany jest rownoczesnie numer NIP. W ocenie organu
nadzorczego, o ile osoba posiada NIP powinna by¢ wiasnie przez ten numer
identyfikowana. Numer PESEL jest dang, ktéra w sposéb unikatowy pozwala na
zidentyfikowanie osoby, a pozyskiwanie tej danej w celu weryfikacji osoby fizycznej
nalezy ocenic¢ jako nadmiarowe (zasada minimalizacji danych). Numer PESEL powinien
by¢ przetwarzany jedynie, gdy jest to adekwatne i konieczne do realizacji konkretnego
celu, dla realizacji ktérego niewystarczajgcy jest numer NIP. Jezeli numer PESEL miatby
by¢ réwniez przetwarzany, konieczne jest wskazanie celu pozyskiwania tej danej
osobowej przy jednoczesnym przetwarzaniu w rejestrze numeru NIP.

Tozsama uwaga dotyczy art. 8 ust. 2 oraz art. 16 ust. 1 pkt 1 projektu ustawy.

3. Projektowany art. 13 ust. 1 ustawy przewiduje, ze: ,Instytucja finansowa
z chwilg zawierania umowy o prowadzenie OKI jest obowigzana uzyska¢ od klienta lub
potencjalnego klienta adekwatne informacje dotyczace jego wiedzy i doswiadczenia
w zakresie inwestowania na rynku finansowym, zgodnie z art. 55 i art. 56 rozporzadzenia
delegowanego Komisji (UE) 2017/565 z dnia 25 kwietnia 2016 r. uzupetniajgcego

3 Art. 5 rozporzadzenia 2016/679 stanowi: ,Dane osobowe muszg by¢: a) przetwarzane zgodnie z prawem,
rzetelnie i w sposéb przejrzysty dla osoby, kidrej dane dotyczg ("zgodnos¢ z prawem, rzetelnosé i
przejrzystos¢"); b) zbierane w konkretnych, wyraznych i prawnie uzasadnionych celach i nieprzetwarzane
dalej w sposdb niezgodny z tymi celami; dalsze przetwarzanie do celéw archiwalnych w interesie
publicznym, do celéw badan naukowych lub historycznych lub do celéw statystycznych nie jest uznawane
w mysl art. 89 ust. 1 za niezgodne z pierwotnymi celami ("ograniczenie celu"); c) adekwatne, stosowne
oraz ograniczone do tego, co niezbedne do celéw, w ktdrych sg przetwarzane ("minimalizacja danych");

d) prawidtowe i w razie potrzeby uaktualniane; nalezy podjgé wszelkie rozsgdne dziatania, aby dane
osobowe, ktore sg nieprawidtowe w swietle celéw ich przetwarzania, zostaty niezwtocznie usuniete lub
sprostowane ("prawidlowos¢"); e) przechowywane w formie umozliwiajgcej identyfikacje osoby, ktérej dane
dotycza, przez okres nie dtuzszy, niz jest to niezbedne do celéw, w ktérych dane te sg przetwarzane; dane
osobowe mozna przechowywac przez okres diuzszy, o ile bedg one przetwarzane wytgcznie do celow
archiwalnych w interesie publicznym, do celéw badan naukowych lub historycznych lub do celéw
statystycznych na mocy art. 89 ust. 1, z zastrzezeniem ze wdrozone zostang odpowiednie srodki
techniczne i organizacyjne wymagane na mocy niniejszego rozporzgdzenia w celu ochrony praw i wolnosci
0so6b, ktérych dane dotyczg ("ograniczenie przechowywania"); f) przetwarzane w sposéb zapewniajgcy
odpowiednie bezpieczehAstwo danych osobowych, w tym ochrone przed niedozwolonym lub niezgodnym z
prawem przetwarzaniem oraz przypadkowg utratg, zniszczeniem lub uszkodzeniem, za pomocg
odpowiednich srodkéw technicznych lub organizacyjnych ("integralno$c¢ i poufnos¢”). 2. Administrator jest
odpowiedzialny za przestrzeganie przepisow ust. 1 i musi by¢é w stanie wykaza¢ ich przestrzeganie
("rozliczalnos¢").”.




dyrektywe Parlamentu Europejskiego i Rady 2014/65/UE w odniesieniu do wymogéw
organizacyjnych i warunkow prowadzenia dziatalno$ci przez firmy inwestycyjne oraz
pojec zdefiniowanych na potrzeby tej dyrektywy (Dz. Urz. UE L 87 z 31.03.2017, str. 1,
Z pozn. zm.4).”.

Projektodawca, naktadajgc przedmiotowy obowigzek, obejmujgcy nie tylko
instytucje finansowa, ale i klienta lub potencjalnego klienta, nie wskazat jednak w jaki
sposob bedg weryfikowane ww. informacje dotyczgce ich wiedzy i doswiadczenia w
zakresie inwestowania na rynku finansowym oraz czy, a jesli tak, to w jaki bedg one
odnotowywane (art. 56 ww. aktu unijnego wskazuje, ze firmy inwestycyjne prowadzg
rejestry dotyczgce dokonanych ocen adekwatnosci). Przepis ten wymaga dookreslenia w
ww. zakresie.

4. Art. 16 ust. 1 pkt 1 wskazuje zakres danych identyfikujgcych inwestujgcego,
ktére dotychczasowa instytucja finansowa prowadzgca OKI sporzadza i przekazuje
w postaci elektronicznej przysziej instytucji finansowej (po dokonaniu wyptaty
transferowej). Przepis ten — projektodawca wskazuje w nim zakres danych inwestujgcego
poprzez ,pierwsze imie¢ i nazwisko” — jest niespdjny z art. 5 pkt 1 projektu ustawy
rowniez okreslajgcym dane identyfikujgce inwestujgcego poprzez ,,imie i nazwisko”, a
zatem regulacje te wymagajg ujednolicenia.

5. Art. 27 ust. 1 projektu ustawy stanowi, ze ,instytucje finansowe sg obowigzane
sporzgdzac¢ w postaci elektronicznej informacje o prowadzeniu OKI i przesytac te
informacje za pomocg srodkéw komunikaciji elektronicznej zgodnie z odrebnymi
przepisami wtasciwym naczelnikom urzedow skarbowych”, przy czym projektodawca nie
precyzuje jakie to przepisy. Art. 27 ust. 2 pkt 1 projektu ustawy okresla zas, ze:
»iInformacja o prowadzeniu OKI zawiera dane identyfikacyjne instytucji finansowe;j
i podatnika”, nie precyzujgc katalogu danych podatnika. Przez wzglad na zasade
celowosci i zasade minimalizacji danych przepis ten wymaga dookreslenia poprzez
wyrazne wskazanie konkretnych danych osobowych podatnika.

Analogiczna uwaga dotyczy art. 29 ust. 2 pkt 1 projektu ustawy.

Podobnie art. 27 ust. 2 pkt 4 wskazuje na ,dane niezbedne do udostepnienia
zeznania podatkowego w e-Urzedzie Skarbowym” bez dookreslenia przedmiotowych
danych.

Zwrocic¢ takze uwage nalezy na ust. 5 ww. przepisu w brzmieniu: ,Minister
wiasciwy do spraw finanséw publicznych okresli, w drodze rozporzadzenia, szczegotowy
zakres danych zawartych w informacji o prowadzeniu OKI, uwzgledniajgc konieczno$é
prawidtowego rozliczenia podatku oraz kontroli wykonania tego obowigzku przez organ
podatkowy”. Rozwazenia wymaga czy w katalogu informacji o prowadzeniu OKI miatyby
by¢ przetwarzane takze dane osobowe z art. 9 (szczegdlne kategorie danych) lub art. 10
(dane osobowe dotyczgce wyrokéw skazujgcych i czynéw zabronionych) rozporzgdzenia

4) Zmiany wymienionego rozporzadzenia zostaty ogtoszone w Dz. Urz. UE L 246 z 26.09.2017, str. 12, Dz.
Urz. UE L 329 z 13.12.2017, str. 4, Dz. Urz. UE L 113 z 29.04.2019, str. 18, Dz. Urz. UE L 165 z
21.06.2019, str. 1, Dz. Urz. UE L 190 z 16.07.2019, str. 18, Dz. Urz. UE L 106 z 26.03.2021, str. 30 oraz
Dz. Urz. UE L 277 z 02.08.2021, str. 1 6.



2016/679 — wéwczas podstawa do ich przetwarzania powinna by¢ ustanowiona mocg
przepisow rangi ustawy, zgodnie z art. 51 w zw. z art. 31 ust. 3 Konstytucji RP.
Tozsama uwaga odnosi sie do art. 29 ust. 3 projektu ustawy.

6. Watpliwosci budzi art. 39 projektu ustawy wprowadzajgcy zmiany w ustawie
z dnia 16 listopada 2016 r. o Krajowej Administracji Skarbowej (Dz.U. z 2025 r.
poz. 1131 i 1423), dotyczgce automatycznego udostepniania i wypetniania dokumentow.
Art. 35 ca ust. 1-2 wskazuje, ze: ,1. Na kontach w e-Urzedzie Skarbowym mogg by¢
udostepniane automatycznie pisma, do ktérych sktadania, na podstawie odrebnych
przepisow, sg obowigzani podatnicy. 2. Pisma podlegajgce udostepnieniu na koncie w e-
-Urzedzie Skarbowym sg wypetniane automatycznie danymi pozostajgcymi w posiadaniu
Szefa Krajowej Administracji Skarbowej, jezeli znajdujg sie w CRDP”.

Zwroci¢ uwage nalezy na kwestie zwigzane z zastosowaniem technologii
wykorzystujgcej automatyczne przetwarzanie danych. Projektowane przepisy zaktadajg
zautomatyzowane przetwarzanie danych, zatem zachodzi prawdopodobienstwo, ze
moga by¢ réwniez wykorzystywane systemy sztucznej inteligencji. W zwigzku z
powyzszym projektodawca powinien wzig¢ pod uwage nie tylko przepisy rozporzadzenia
2016/679, ale takze akt w sprawie sztucznej inteligenc;ji®, ktérego zapewnienie
stosowania w krajowym porzgdku prawnym jest i bedzie niezwykle istotne. Nalezy
bowiem m.in. podkresli¢, ze z art. 27 aktu w sprawie sztucznej inteligencji wynika
odrebny obowigzek dokonania przez organy publiczne oceny skutkéw systemow
Al wysokiego ryzyka dla praw podstawowych (FRIA). Motyw 96 Al Act podkresla, ze
FRIA ma na celu uzupetnienie oceny ochrony danych, a nie jej zastgpienie. Jezeli
wykonywanie projektowanych norm bedzie wigzato sie z wykorzystaniem systeméw
sztucznej inteligencji, to projektodawca powinien réwniez uwzgledni¢ dokonanie takie;
oceny. Transparentne systemy Al, dziatajgce w oparciu o szczegotowe przepisy
wypracowane przez projektodawce, gwarantowac powinny m.in. dostep do doktadnych
informaciji o dziataniu modelu sztucznej inteligencji oraz do rzetelnego wyjasnienia,
obejmujgcego zaréwno procesy techniczne systemu, jak i uzasadnienie decyzji
dokonywanej przez system sztucznej inteligencji czy przy jego wsparciu. WWykonawcy
norm powinni by¢ bowiem swiadomi, ze dana interakcja odbywa sie ze sztuczng
inteligencjg, a regulacja o odpowiedniej randze (ustawa) powinna okreslac¢ cele, ktoérych
realizacji stuzy, jakim podmiotom przypisany zostanie status administratora danych, jak
rowniez jakie gwarancje ochrony praw i wolnosci osob zostang okreslone jej przepisami.
Systemy sztucznej inteligencji, ktore stwarzajg wysokie ryzyko dla zdrowia i
bezpieczenstwa lub praw podstawowych oséb fizycznych, mogg by¢ dopuszczone do
obrotu wytgcznie pod warunkiem spetnienia okreslonych wymogow i
przeprowadzenia oceny zgodnosci. Z dokumentéw przedstawionych do zaopiniowania
nie wynika, aby projektodawca wykonat tego rodzaju analizy i oceny, a w konsekwencji,
by wywazyt wptyw planowanego przetwarzania danych osobowych na autonomie

5 Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2024/1689 z dnia 13 czerwca 2024 r. w sprawie
ustanowienia zharmonizowanych przepiséw dotyczacych sztucznej inteligencji oraz zmiany rozporzgdzen
(WE) nr 300/2008, (UE) nr 167/2013, (UE) nr 168/2013, (UE) 2018/858, (UE) 2018/1139 i (UE) 2019/2144
oraz dyrektyw 2014/90/UE, (UE) 2016/797 i (UE) 2020/1828 (akt w sprawie sztucznej inteligenciji, Al Act).



informacyjng oraz prywatnos¢ oséb, ktérych te dane dotyczg i proponowat rozwigzania
odpowiadajgce poszanowaniu zasad i standardéw przetwarzania danych osobowych.
Projektowane rozwigzania, w szczegolnosci zwigzane z zautomatyzowanym
przetwarzaniem danych osobowych, powinny by¢ przejrzyscie, wyczerpujaco i
szczegotowo ujete w przepisach ustawy. O ile ingerencja taka ma nastepowacg, to
powinna by¢ odpowiednio uzasadniona, proporcjonalna i niezbedna do celu, jaki
projektowana regulacja ma realizowac (zgodnie z art. 31 ust. 3 Konstytucji RP). Zgodnie
natomiast z art. 22 rozporzadzenia 2016/679 — co do zasady — osoba, ktorej dane
dotyczg, ma prawo do tego, by nie podlegac decyzji, ktéra opiera sie wytgcznie na
zautomatyzowanym przetwarzaniu, w tym profilowaniu, i wywotuje wobec tej osoby skutki
prawne lub w podobny sposéb istotnie na nig wptywa. Odstepstwa od tej zasady sg
mozliwe po spetnieniu jednego z warunkoéw ustanowionych w art. 22 ust. 2
rozporzgdzenia 2016/679, m.in. gdy decyzja ta jest dozwolona prawem Unii lub prawem
panstwa cztonkowskiego, ktoremu podlega administrator i ktére przewiduje wiasciwe
srodki ochrony praw, wolnosci i prawnie uzasadnionych intereséw osoby, ktorej dane
dotycza. Z przepisu tego jasno wynika, ze jezeli profilowanie ma by¢ stosowane czy
dozwolone na podstawie przepisdw prawa, to przepisy te powinny gwarantowac
wiasciwe Srodki ochrony praw osob, ktérych dane dotyczg (regulacja w kontekscie
profilowania istnieje i jest ustanowiona np. w art. 105a ust. 1a ustawy Prawo bankowe).
Tworzenie regulacji prawnych wymaga wzglgdu projektodawcy na spoczywajace
na administratorach obowigzki wynikajgce wprost z ogélnego rozporzgdzenia o
ochronie danych, tj. informowania osoéb, ktérych dane dotyczg, w przypadku
przetwarzania danych osobowych, w tym zautomatyzowanego podejmowania decyzji i
profilowania. Realizacja zasady przejrzystosci wybrzmiewa szczegolnie w przypadku
zautomatyzowanego podejmowania decyzji, w tym profilowania w rozumieniu art. 22 ust.
1 rozporzagdzenia 2016/679. Osoba, ktorej dane dotyczg, ma prawo dostepu do danych
przewidziane w art. 15 ust. 1 ww. rozporzadzenia (jak rowniez zgodnie z dodatkowymi
obowigzkami informacyjnymi, ktére cigzg na administratorze na podstawie art. 13 ust. 2
lit. fi art. 14 ust. 2 lit. g) tego rozporzgdzenia, do: informacji o0 zautomatyzowanym
podejmowaniu decyzji, w tym o profilowaniu, o ktérym mowa w art. 22 ust. 1i 4
rozporzgdzenia 2016/679, istotnych informacji o zasadach ich podejmowania, a takze o
znaczeniu i przewidywanych konsekwencjach takiego przetwarzania dla osoby, ktorej
dane dotyczg. Administrator musi zapewni¢ osobie, ktérej dane dotyczg, dostateczne
informacje, aby przetwarzanie byto rzetelne i przejrzyste®. Administrator powinien znalez¢é
proste sposoby, aby poinformowac¢ osobe, ktérej dane dotyczg, o przestankach lub
kryteriach, na ktérych opiera sie decyzja. Rozporzgdzenie 2016/679 wymaga od
administratora dostarczenia istotnych informacji na temat zatozen przetwarzania,
niekoniecznie ztozonego wyjasnienia zastosowanych algorytméw lub ujawnienia petnego

6 Motyw 60 rozporzgdzenia 2016/679: ,Administrator powinien podac¢ osobie, ktérej dane dotycza, wszelkie
inne informacje niezbedne do zapewnienia rzetelnosci i przejrzystosci przetwarzania, uwzgledniajgc
konkretne okolicznoéci i konkretny kontekst przetwarzania danych osobowych. Ponadto nalezy
poinformowac osobe, ktorej dane dotyczg, o fakcie profilowania oraz o konsekwencjach takiego
profilowania.”



algorytmu?’. Dostarczone informacje powinny jednak by¢ wystarczajgco wyczerpujgce,
aby osoba, ktérej dane dotyczg, zrozumiata przyczyny decyzji®. Motyw 63
rozporzgdzenia 2016/679 wyjasnia, ze: ,(...) kazda osoba, ktérej dane dotyczg, powinna
mie¢ prawo do wiedzy i informaciji, w szczegolnosci w zakresie celdéw, w jakich dane
osobowe sg przetwarzane, w miare mozliwosci okresu, przez jaki dane osobowe sg
przetwarzane, odbiorcow danych osobowych, zatozen ewentualnego
zautomatyzowanego przetwarzania danych osobowych oraz, przynajmniej w przypadku
profilowania, konsekwencji takiego przetwarzania. W miare mozliwosci administrator
powinien mie¢ mozliwos¢ udzielania zdalnego dostepu do bezpiecznego systemu, ktory
zapewni osobie, ktorej dane dotyczg, bezposredni dostep do jej danych osobowych.
Prawo to nie powinno negatywnie wptywac na prawa lub wolnosci innych osob, w tym
tajemnice handlowe lub wtasnos¢ intelektualng, w szczegdlnosci na prawa autorskie
chronigce oprogramowanie. Wzgledy te nie powinny jednak skutkowaé odmowa
udzielenia osobie, ktorej dane dotycza, jakichkolwiek informacji. Jezeli administrator
przetwarza duze ilosci informacji o osobie, ktérej dane dotyczg, powinien on mie¢
mozliwos$¢ zazgdania, przed podaniem informacji, by osoba, ktérej dane dotycza,
sprecyzowata informacje lub czynnosci przetwarzania, ktérych dotyczy jej zadanie”.

Z uzasadnienia do projektu ustawy nie wynika jednak, aby projektodawca wykonat
test prywatnosci, analize i ocene pod katem ryzyk towarzyszgcych proponowanemu
przetwarzaniu danych osobowych. Przepisy dotyczgce przetwarzania danych osobowych
wprowadzane w projektowanej ustawie determinujg natomiast zasadnosc¢
przeprowadzania testu prywatnosci — projektowania ochrony danych osobowych w
procesie tworzenia prawa®, w tym przeprowadzenia oceny skutkéw dla ochrony danych'0.

Przeprowadzony test prywatnosci utatwitby projektodawcy dokonanie analizy ryzyk
towarzyszgcych przetwarzaniu danych osobowych, jak rowniez zweryfikowanie
niezbednosci wprowadzenia okreslonych rozwigzan, jak np. automatycznego
przetwarzania danych, aby stworzy¢ regulacje zgodne ze standardami i zasadami
wynikajgcymi z przepisow rozporzgdzenia 2016/679 i zagwarantowac w przepisach
odpowiednie zabezpieczenia praw i wolnosci 0sob, ktérych dane majg by¢ przetwarzane

7 Motyw 58 rozporzgdzenia 2016/679 stanowi, ze zasada przejrzystosci dotyczy ,w szczegdlnosci sytuacii,
gdy duza liczba podmiotéw i ztozono$¢ technologiczna dziatan sprawiajg, Ze osobie, ktérej dane dotycza,
trudno jest dowiedzie¢ sie i zrozumieé, czy dotyczgce jej dane osobowe sg zbierane, przez kogo oraz w
jakim celu, na przyktad w przypadku reklamy w internecie”.

8 Wytyczne Grupy roboczej art. 29 dotyczgce zautomatyzowanego podejmowania decyzji w indywidualnych
przypadkach i profilowania dla celéw rozporzadzenia 2016/679.

° Art. 25 ust. 1 rozporzgdzenia 2016/679 stanowi: ,Uwzgledniajgc stan wiedzy technicznej, koszt wdrazania
oraz charakter, zakres, kontekst i cele przetwarzania oraz ryzyko naruszenia praw lub wolnosci oséb
fizycznych o roznym prawdopodobienstwie wystgpienia i wadze wynikajgce z przetwarzania, administrator
- zaréwno przy okreslaniu sposobdw przetwarzania, jak i w czasie samego przetwarzania -wdraza
odpowiednie $rodki techniczne i organizacyjne, takie jak pseudonimizacja, zaprojektowane w celu
skutecznej realizacji zasad ochrony danych, takich jak minimalizacja danych, oraz w celu nadania
przetwarzaniu niezbednych zabezpieczen, tak by spetni¢ wymogi niniejszego rozporzgdzenia oraz chroni¢
prawa osdb, ktérych dane dotyczg”.

10 Uzasadnionym jest dokonanie oceny skutkéw dla ochrony danych — zgodnie z art. 35 ust. 10
rozporzgdzenia 2016/679 - juz w ramach oceny skutkow regulacji w zwigzku z przyjmowaniem okreslonej
podstawy prawnej przetwarzania danych, co przy dokonaniu prawidtowej oceny i wypracowaniu przepiséw
szczegolnych uwzgledniajgcych stosowanie ogélnego rozporzgdzenia o ochronie danych moze zastgpié
dokonywanie takiej oceny przez podmioty stosujgce / wykonujgce nastepnie tak ustalone przepisy.



dla realizacji obowigzkéw wynikajgcych z projektowanych przepiséw. Przeprowadzona
ww. analiza pozwolitaby m.in. zbadaé czy projektowane przepisy odpowiadajg wymogom
art. 6 ust. 3 z rozporzadzenia 2016/679, sg proporcjonalne i stanowigce gwarancje
odpowiednie do ratio legis, tj. do wyznaczonego, prawnie uzasadnionego celu regulac;ji.

Pragne jednoczesnie podkresli¢, ze uwagi organu nadzorczego przedstawiane w
toku prac legislacyjnych majg charakter eksperckich wskazowek dla projektodawcy, ktory
podejmuje decyzje co do ostatecznego ksztattu przyjmowanych przepiséw i odpowiada
za zapewnienie ich zgodnosci z przepisami o ochronie danych osobowych. Wyrazam
nadzieje, ze uwzglednienie wyrazonych wskazowek bedzie pomocne w tym procesie i
przyczyni sie do podwyzszenia poziomu ochrony danych osobowych w projektowanych
przepisach.

tacze wyrazy szacunku,

Mirostaw Wréblewski
Prezes Urzedu
Ochrony Danych Osobowych





