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Pan

Sekretarz Stanu
w Ministerstwie Cyfryzaciji
Ministerstwo Cyfryzacji

Szanowny Panie Ministrze,

w odpowiedzi na pismo otrzymane 12 listopada 2025 r., znak:

DP.MC. .0211.25.2025, dziatajgc na podstawie art. 57 ust. 1 lit. c) rozporzgdzenia
Parlamentu Europejskiego i Rady (UE) 2016/679" oraz art. 51 ustawy o ochronie danych
osobowych?, uprzejmie informuje, ze do przedstawionego projektu ustawy o
sprawiedliwym dostepie do danych i ich wykorzystywaniu (UC114) Prezes Urzedu
Ochrony Danych Osobowych zgtasza nastepujgce uwagi.

Podstawowym celem projektowanej ustawy jest utworzenie otoczenia
instytucjonalno-organizacyjnego oraz regulacyjnego, ktére ma umozliwi¢ petne
stosowanie w Polsce przepiséw aktu w sprawie danych3, tj. rozporzgdzenia unijnego
tworzgcego ramy dostepu, ponownego wykorzystania i udostepniania danych zaréwno
danych osobowych, jak i danych nieosobowych generowanych przez urzgdzenia i
powigzane ustugi cyfrowe.

' Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony 0s6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie danych)
(Dz. Urz. UE L 119 z 04.05.2016, str. 1 ze zm.).

2 Ustawa z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r. poz. 1781).

3 Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2023/2854 z dnia 13 grudnia 2023 r. w sprawie
zharmonizowanych przepiséw dotyczgcych sprawiedliwego dostepu do danych i ich wykorzystywania oraz
w sprawie zmiany rozporzgdzenia (UE) 2017/2394 i dyrektywy (UE) 2020/1828 (akt w sprawie danych)
(Dz. Urz. UE L 2023/2854 z 22.12.2023).
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Zgodnie z zatozeniem projektodawcy regulacja na poziomie krajowym dotyczy
wytgcznie przepisow, ktére zostaty przez prawodawce unijnego wprost przekazane do
uregulowania w prawie krajowym lub takich, w ktérych akt w sprawie danych zostawia
swobode regulacyjng panstwom cztonkowskim.

Uksztattowanie w sposob catosciowy nadzoru instytucjonalnego nad stosowaniem
aktu w sprawie danych, ktéry uzupetnia prawo Unii w zakresie ochrony danych
osobowych (motyw 7), pozostaje bez uszczerbku dla tego prawa, w tym dla w tym dla
uprawnien i kompetencji organéw nadzorczych (art. 1 ust. 5 aktu w sprawie danych#),
powierza tym organom (w Polsce — Prezesowi UODO) odpowiedzialnos¢ za
monitorowanie jego stosowania w zakresie ochrony danych osobowych (art. 37 ust.
3 aktu w sprawie danych®), wymaga uwzglednienia ponizej przedstawionych kwestii.

1) Kompetencje nadzorcze w kontekscie zgodnosci z art. 37 aktu w sprawie
danych

W przepisach projektu ustawy witasciwym organem odpowiedzialnym za
stosowanie i egzekwowanie aktu w sprawie danych wyznaczony zostat Prezes
Urzedu Komunikacji Elektronicznej, dalej ,Prezes UKE”, ktéry bedzie takze organem
wiasciwym do spraw certyfikacji organéw rozstrzygania sporéw, o ktorej mowa w art. 10
ust. 5 aktu w sprawie danych i ktéry bedzie realizowat zadania koordynatora danych, o
ktérym mowa w art. 37 ust. 2 zd. 1 aktu w sprawie danych (zgodnie z art. 4 ust. 1i 2
projektu ustawy).

Zgodnie natomiast z art. 2 projektowana ,,ustawa nie narusza, wynikajgcych z
przepisow o ochronie danych osobowych, kompetencji Prezesa Urzedu Ochrony
Danych Osobowych w zakresie monitorowania stosowania rozporzadzenia
2023/2854”, tj. aktu w sprawie danych.

Projektodawca wskazat w ocenie skutkdéw regulacji, ze wprowadzit powyzszg
zasade w celu ,wyeliminowania jakichkolwiek watpliwosci” dotyczacych kompetenc;ji
Prezesa Urzedu Ochrony Danych Osobowych w zakresie monitorowania stosowania
aktu w sprawie danych, w tym kompetenciji, o ktérych mowa w art. 17 ust. 2 lit. i, w art. 37
ust. 314, wart. 37 ust. 5 lit. g, art. 38 ust. 3 oraz w art. 40 ust. 4 tego aktu.

4 Art. 1 ust 5. Niniejsze rozporzgdzenie pozostaje bez uszczerbku dla prawa Unii i prawa krajowego
dotyczacych ochrony danych osobowych, prywatnosci i poufnosci komunikacji oraz integralnosci urzadzen
koncowych, ktére majg zastosowanie do danych osobowych przetwarzanych w zwigzku z prawami i
obowigzkami ustanowionymi w niniejszym rozporzadzeniu, w szczegdlnosci dla rozporzadzenia (UE)
2016/679 i rozporzgdzenia (UE) 2018/1725 oraz dyrektywy 2002/58/WE, w tym dla uprawnien i
kompetencji organéw nadzorczych oraz praw 0sdb, ktérych dane dotyczg. W przypadku gdy uzytkownicy
sg osobami, ktérych dane dotyczg, prawa ustanowione w rozdziale Il niniejszego rozporzadzenia sg
uzupetnieniem ich prawa dostepu i prawa do przenoszenia danych na mocy art. 15 i 20 rozporzadzenia
(UE) 2016/679. W razie kolizji pomiedzy niniejszym rozporzadzeniem a prawem Unii dotyczgcym ochrony
danych osobowych lub prywatnosci lub prawem krajowym przyjetym zgodnie z takim prawem Unii
pierwszenstwo ma stosowne prawo Unii lub prawo krajowe dotyczace ochrony danych osobowych lub
prywatnosci.

> Organy nadzorcze odpowiedzialne za monitorowanie stosowania rozporzadzenia (UE) 2016/679 sg
odpowiedzialne za monitorowanie stosowania niniejszego rozporzgadzenia w zakresie ochrony danych
osobowych. Stosuje sie odpowiednio rozdziaty VI i VIl rozporzadzenia (UE) 2016/679.



Projektowane rozwigzanie prowadzi do koncentracji kompetencji nadzorczych
poprzez powierzenie jednemu organowi witasciwemu, tj. Prezesowi UKE
odpowiedzialnosci za stosowanie i egzekwowanie aktu w sprawie danych, przy
deklaratywnym zatozeniu, ze tworzone w zakresie projektowanej ustawy ramy nadzoru
krajowego nad stosowaniem ww. aktu nie naruszajg kompetencji Prezesa UODO w
zakresie odpowiedzialnosci za monitorowanie stosowania aktu w sprawie danych w
zakresie ochrony danych osobowych.

W rezultacie powstaje potrzeba wyjasnienia charakteru kompetenciji
nadzorczych przyznanych organom ochrony danych przez sam akt w sprawie
danych.

Zgodnie z tredcig art. 37 ust. 3 aktu w sprawie danych, ,organy nadzorcze
odpowiedzialne za monitorowanie stosowania rozporzadzenia (UE) 2016/679 sg
odpowiedzialne za monitorowanie stosowania aktu w sprawie danych w zakresie ochrony
danych osobowych. Stosuje sie odpowiednio rozdziaty VI i VIl rozporzgdzenia (UE)
2016/679”.

Z perspektywy wyktadni jezykowej oraz systemowej art. 37 ust. 3 aktu w sprawie
danych przyznaje wprost organowi ochrony danych osobowych realne obowiazki
oraz kompetencje stuzgce monitorowaniu stosowania tego aktu w zakresie
ochrony danych osobowych. Organ ochrony danych osobowych nie jest jedynie
organem, z ktérym konsultuje sie wyznaczony organ wiasciwy. Organ ochrony danych
osobowych jest rownolegtym organem nadzoru, ktéremu zostaly przyznane odrebne
kompetencje do monitorowania stosowania aktu w sprawie danych w zakresie danych
osobowych.

Istotne w tym kontekscie jest stanowisko Bawarskiego Organu Ochrony Danych
(dalej: BayLDA). Organ ten wskazuje, ze art. 37 ust. 3 aktu w sprawie danych nalezy
interpretowac jako przyznajgcy organom ochrony danych wtasne, odrebne kompetencje
do monitorowania stosowania aktu w sprawie danych w zakresie danych osobowych.
BayLDA podnosi przede wszystkim argument jezykowy, wskazujgc, ze w wersji
niemieckiej uzyto sformutowania ,auch”, co jednoznacznie wskazuje na rozszerzenie, a
nie powtérzenie dotychczasowych zadan wynikajgcych z rozporzadzenia 2016/679.
Ponadto organ odrzuca interpretacje ograniczajgca role organéw ochrony danych
wytgcznie do mandatu wynikajgcego z rozporzadzenia 2016/679 wskazujgc, ze
prowadzitoby to do naruszenia art. 8 ust. 3 Karty Praw Podstawowych UE oraz standardu
niezaleznosci organdw wymaganych przez orzecznictwo Trybunatu Sprawiedliwosci Unii
Europejskiej. BayLDA zauwaza rowniez, ze obowigzek odpowiedniego stosowania
rozdziatéw VI i VIl RODO wskazuje na potrzebe wyposazenia organéw ochrony danych
w peten katalog narzedzi nadzorczych na potrzeby stosowania aktu w sprawie danych.

Organ ten podkresla takze, Zze krajowy projekt implementacji aktu w sprawie
danych powinien uwzglednia¢ odrebny charakter kompetenciji przyznanych organom
ochrony danych przez sam akt w sprawie danych.



Na wptyw relacji pomiedzy aktem w sprawie danych a rozporzgdzeniem 2016/679
na egzekwowanie i ochrone danych osobowych zwrdcita uwage takze Komisja
Europejska®.

Rozwigzanie przyjete w Holandii polega na wyodrebnieniu dwéch organow
wtasciwych uprawnionych do sprawowania nadzoru instytucjonalnego nad stosowaniem
aktu w sprawie danych’, tj.: Autoriteit Consument & Markt — jako organ odpowiedzialny
za wykonywanie zadan wynikajgcych z aktu w sprawie danych oraz holenderski organ
ochrony danych, tj. Autoriteit Persoonsgegevens — jako organ wiasciwy w zakresie
obowigzkéw dotyczacych przetwarzania danych osobowych.

Konstrukcja ta zdaje sie potwierdzaé, ze kompetencje organu ochrony danych
wynikajgce z art. 37 ust. 3 aktu w sprawie danych majg charakter samodzielny, a rola
organu ochrony danych nie powinna zosta¢ ograniczona do funkcji doradczej. Ustawa
holenderska tworzy ponadto obowigzkowy mechanizm wspoétpracy miedzy obydwoma
wiasciwymi organami, obejmujacy wzajemne przekazywanie informacji oraz mozliwos¢
zawarcia i publikacji protokotu wspotpracy.

Model holenderski moze stanowi¢ zatem istotny punkt odniesienia dla oceny
projektowanych w Polsce rozwigzan, w szczegolnosci w zakresie koniecznosci
ustawowego doprecyzowania podziatu kompetencji miedzy Prezesem UKE a
Prezesem UODO oraz wprowadzenia wigzagcych mechanizméw wspétpracy, aby
zapewnic¢ petng zgodnos¢ projektowanego aktu z art. 37 aktu w sprawie danych.

Rozgraniczenie kompetencji organéw sprawujgcych nadzér nad
przestrzeganiem aktu w sprawie danych, bezposrednio z niego wynikajgce wymaga
podziatu kompetencji organéw nadzorczych w projektowanej ustawie poprzez
wprowadzenie przepisé6w enumeratywnie wskazujgcych zakres wtasciwosci
kazdego z nich.

Powierzenie Prezesowi UKE odpowiedzialno$ci za wykonywanie zadan
wynikajgcych z aktu w sprawie danych w zakresie danych nieosobowych, natomiast
Prezesowi UODO zadan wynikajgcych wprost z art. 37 ust. 3 tego aktu, obejmujgcych
monitorowanie jego stosowania w zakresie przetwarzania danych osobowych,
pozwolitoby unikng¢ niejasnosci kompetencyjnych, zwtaszcza w sprawach o charakterze
»,mieszanym”.

¢ https://digital-strategy.ec.europa.eu/en/library/commission-publishes-frequently-asked-questions-about-
data-act : ,Art. 37 ust. 3 aktu w sprawie danych stanowi, ze w zakresie ochrony danych osobowych organy
ochrony danych sg odpowiedzialne za monitorowanie stosowania aktu w sprawie danych i mogg opierac
sie na zadaniach i uprawnieniach okreslonych w RODO. Zostato to réwniez stwierdzone w motywie 107
aktu w sprawie danych. Ochrona danych osobowych obejmuje na przyktad uprawnienia do oceny: (i) czy
uzytkownik bedacy osobg, ktérej dane dotyczg, otrzymat lub otrzymat zezwolenie na przeniesienie
wszystkich zgdanych przez siebie danych osobowych; (ii) czy posiadacz danych prawidiowo kwalifikuje,
ktére dane nalezy uznac za dane osobowe; oraz (iii) czy istnieje wazna podstawa prawna na mocy RODO
dla uzytkownika, ktéry nie jest osoba, ktérej dane dotyczg, do zgdania i przenoszenia danych osobowych.
Art. 37 ust. 3 aktu w sprawie danych zapewnia rowniez, aby osoby, ktérych dane dotyczga, nie byly
zobowigzane do zwracania sie do dwoch réznych organéw w przypadkach, w ktérych prawa dostepu i
przenoszenia danych miatyby zastosowanie zaréwno na mocy aktu w sprawie danych, jak i RODO, lub w
przypadku gdy mogtyby pojawic¢ sie jakiekolwiek inne zarzuty dotyczgce ochrony ich danych osobowych w
ramach stosowania aktu w sprawie danych”.

7 CST-36733-2, ISSN 0921-7371.




W przypadku wiasciwosci zarowno Prezesa UKE, jak i Prezesa UODO, tj. w
sytuacji, gdy zakres przedmiotowy sprawy obejmowatby nie tylko realizacje obowigzkdéw
wynikajgcych z aktu w sprawie danych, ale rowniez rozporzadzenia 2016/679 —
nalezatoby ustanowi¢ odrebny tryb obstugi spraw, jednoczesnie dotyczgcych danych
nieosobowych oraz danych osobowych.

Przyjecie tego rozwigzania wymaga przewidzenia obowigzkowego badania na
wstepie, czy sprawa obejmuje przetwarzanie danych osobowych. W takim przypadku
Prezes UKE powinien niezwtocznie przekazac sprawe lub jej czes¢ Prezesowi UODO, a
postepowanie Prezesa UKE w tej czesci powinno zosta¢ zawieszone do czasu
otrzymania wigzgcego stanowiska Prezesa UODO.

2) Wspobtpraca organéw

Zgodnie z trescig art. 37 ust. 5 lit g aktu w sprawie danych panstwa
cztonkowskie zapewniaja, aby zadania i uprawnienia wlasciwych organéw byly
jasno okreslone i obejmowaty wspoétprace m.in z organem nadzorczym
odpowiedzialnym za monitorowanie stosowania rozporzadzenia 2016/679 w celu
zapewnienia, aby rozporzgdzenie to byto egzekwowane spojnie z innym prawem Unii i
prawem krajowym.

W akcie w sprawie danych prawodawca natozyt na panstwa cztonkowskie nie tylko
obowigzek wyznaczenia jednego lub wiecej wiasciwych organéw odpowiedzialnych za
stosowanie i egzekwowanie aktu w sprawie danych, ale rowniez wymaég zapewnienia,
aby jasno okreslone zadania i uprawnienia tych organéw obejmowaty wspoétprace
m.in. z krajowymi organami ochrony danych osobowych odpowiedzialnym za
monitorowanie stosowania rozporzadzenia 2016/679.

Projektodawca pominat jednak w proponowanych przepisach krajowych tak
istotny aspekt wzajemnych relacji pomiedzy organami nadzorczymi i nie wskazat w
projektowanych przepisach trybu, charakteru czy zakresu wspétpracy Prezesa UKE i
Prezesa UODO w ramach rownolegle wykonywanych kompetencji nadzorczych.

Jedynie w ocenie skutkéw regulacji projektodawca wykazujgc nowe zadania
Prezesa UKE, zwigzane z petnieniem funkcji wtasciwego organu, zatozyt, ze w ramach
wspotpracy z m.in. krajowymi organami ochrony danych osobowych odpowiedzialnym za
monitorowanie stosowania RODO — zadania te obejmg ,m.in. ustalanie ram formalnych
kooperacji, np. wymiany danych, konsultacji oraz biezgce konsultacje interpretacyjne
oraz prowadzenie odpowiednich dziatan w sytuacji wystgpienia sporow kompetencyjnych
lub zagrozenia naruszenia przepisow RODO. Czestotliwos¢ — na biezgco i w miare
zapotrzebowania”.

Realizacja zadah Prezesa UKE w sytuacji, gdy zajdzie koniecznosé oceny
zgodnosci przetwarzania danych osobowych z obowigzujgcymi przepisami w tym
zakresie nie moze opierac sie na uznaniowym podejsciu organu wiasciwego, ktéry
zgodnie z art. 4 ust. 3 projektu ,moze zasiegac opinii innych organéw administracji
publicznej’. Podkresli¢ rowniez nalezy, ze art. 37 aktu w sprawie danych naktada wymaog
efektywnej wspotpracy, nie ograniczonej wytgcznie do mozliwosci zasiegania opinii
innych organow, co moze by¢ w praktyce niewystarczajgce do oceny ztozonych spraw.



Wspotpraca pomiedzy organami powinna mie¢ miejsce zawsze w sytuacjach, gdy
egzekwowanie stosowania aktu w sprawie danych bedzie prowadzito do oceny
przetwarzania danych osobowych, ktory to poglad ma swoje podstawy w orzecznictwie
sadow europejskich, w szczegdlnosci wskazujg na to skutki wyroku Trybunatu
Sprawiedliwosci UE z 4 lipca 2023 r. w sprawie C-252/21 Meta Inc. przeciwko
Bundeskartellamt.

Skuteczng realizacje uprawnien nadzorczych obu organéw powinny umozliwic¢
ustawowo przyjete mechanizmy wspoétpracy przewidujgce obowigzkowe procedury
konsultacji, wymiany informacji, dokumentow oraz materiatu dowodowego istotnego dla
rozstrzygniecia sprawy.

Regulacja ustawowa powinna gwarantowa¢ mozliwos¢ prowadzenia przez oba
organy postepowan rownolegtych (przy jednoczesnym obowigzku koordynacji dziatan i
wzajemnego informowania sie o stanie sprawy, zajetym stanowisku i sposobie
zakonczenia sprawy). W szczegélnosci zasadne wydaje sie wprowadzenie obowigzku
przekazania sprawy lub jej czesci Prezesowi UODO przez Prezesa UKE, jezeli
przedmiotem prawy sprawy jest potencjalne naruszenie przepiséw o ochronie danych
osobowych.

Takie wigzgce mechanizmy wspotdziatania pozwolitby na zapewnienie spojnosci
interpretacyjnej oraz efektywnego nadzoru nad przestrzeganiem aktu w sprawie danych
w zakresie zagadnien podlegajgcych ocenie z punktu widzenia przepiséw z zakresu
ochrony danych osobowych.

3)  Srodkifinansowe

Realizacja przez Prezesa UODO nowych kompetencji nadzorczych
wynikajgcych z przepisow aktu w sprawie danych, ktdrego stosowaniu ma stuzy¢
projektowana ustawa, wigze sie z koniecznoscig zapewnienia temu organowi
odpowiednich zasobow i Srodkéw finansowych w wymiarze umozliwiajgcym sprawng
realizacje powierzanych zadan, bez uszczerbku dla zadan realizowanych juz obecnie.

Urzad Ochrony Danych Osobowych jest w gotowosci do podjecia roboczej
wspotpracy w zakresie wypracowania rozwigzan ustawowych we wskazanych wyzej
aspektach ksztattujgcych ramy instytucjonalno-organizacyjne umozliwiajgce petne
stosowanie aktu w sprawie danych, co jest niezwykle wazne dla unikniecia niespojnosci i
ewentualnych konfliktow miedzy przepisami aktu w sprawie danych a przepisami o
ochronie danych oraz dla zachowania podstawowego prawa do ochrony danych
osobowych okre$lonego w art. 51 Konstytucji RP, art. 16 Traktatu o funkcjonowaniu Unii
Europejskiej i art. 8 Karty Praw Podstawowych Unii Europejskiej, a takze w sprawie
dotyczacej zapewnienia stosownego finansowania realizacji stuzgcych temu celowi
zadan.

tacze wyrazy szacunku

Mirostaw Wréblewski
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