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Wstep

Zgodnie z motywem 100 i art. 42 ust. 1 rozporzgdzenia Parlamentu
Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osob
fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzgdzenie o
ochronie danych) (Dz. Urz. UE L 119 z 4.5.2016, str. 1, z p6zn. zm.), zwane dalej
RODO, Prezes Urzedu Ochrony Danych Osobowych (dalej: Prezes Urzedu) zacheca
do ustanawiania mechanizméw certyfikacji oraz znakow jakosci i oznaczen w zakresie
ochrony danych osobowych majgcych swiadczy¢ o zgodnosci z RODO. Te
mechanizmy certyfikacji oraz znaki jakosci i oznaczenia majg na celu nie tylko
umozliwienie osobom, ktérych dane osobowe bedg przetwarzane, szybko ocenic
stopien ich ochrony, ale i pozwolg podmiotom zobowigzanym na wdrozenie
odpowiednich srodkow technicznych i organizacyjnych w rozumieniu ogélnego
rozporzgdzenia o ochronie danych, w tym w szczegolnosci administratorom i
podmiotom przetwarzajgcym, wykazac¢ zgodnos¢ z RODO.

W ramach ustanawiania mechanizméw certyfikacji oraz znakow jakos$ci i
oznaczen w zakresie ochrony danych osobowych, w art. 43 ust. 1 RODO wymaga sie
od panstw cztonkowskich zapewniania, aby podmioty certyfikujgce dokonujace
certyfikacji na podstawie art. 42 ust. 1 RODO podlegaly akredytacji wtasciwego
organu nadzorczego lub krajowej jednostki akredytujacej, lub obu tych
podmiotoéw. Jezeli akredytaciji dokonuje krajowa jednostka akredytacyjna zgodnie z
ISO/IEC
17065/2012 nalezy zastosowac réwniez dodatkowe wymogi okreslone przez wiasciwy
organ nadzorczy.

W Polsce, zgodnie z art. 12 ust. 1 ustawy z dnia 10 maja 2018 r. o ochronie
danych osobowych (Dz.U. z 2019 r., poz. 1781) w zwigzku z art. 43 ust. 1 lit. b) RODO
Polskie Centrum Akredytacji (PCA) jest uprawnione do udzielania akredytaciji
podmiotdw certyfikujgcych.

PCA jest krajowg jednostkg akredytujgcg upowazniong do akredytacji jednostek
oceniajgcych zgodnos¢ na podstawie ustawy z dnia
13 kwietnia 2016 r. o systemach oceny zgodnosci i nadzoru rynku (Dz.U.
z 2022 r. poz. 1854). Podmiot ten posiada status panstwowej osoby prawnej i jest
nadzorowany przez ministra wtasciwego do spraw gospodarki.

Zgodnie z rozporzgdzeniem Parlamentu Europejskiego i Rady (WE) nr 765/2008
z dnia 9 lipca 2008 r. ustanawiajgcym wymagania w zakresie akredytacji i uchylajgcym
rozporzadzenie (EWG) nr 339/93 (Dz.U. UE. L. 2008.218.30 z pézn. zm.), PCA zostato
wskazane jako jedyna krajowa jednostka akredytujgca w Swietle ww. roz



W zwigzku z powyzszym Polskie Centrum Akredytacji bedzie udzielato
akredytacji podmiotow certyfikujgcych na podstawie:

- normy ISO/IEC 17065/2012 oraz

- ,Dodatkowych wymogéw akredytacji podmiotéw certyfikujgcych” w
rozumieniu art. 43 ust. 3 RODO, okreslonych przez Prezesa Urzedu w
oparciu o procedure okreslong w RODO.

Tres¢ ,Dodatkowych wymogow akredytacji podmiotow certyfikujgcych” zostata
okreslona w niniejszym dokumencie.

Akredytacja podmiotow certyfikujgcych udzielana bedzie na maksymalny okres
pieciu lat.

Podmiot ubiegajacy sie o akredytacje w rozumieniu art. 43 RODO zobowigzany
jest skontaktowac sie z Polskim Centrum Akredytacji.

Warunki wspotpracy miedzy Prezesem Urzedu Ochrony Danych Osobowych a
Polskim Centrum Akredytacji jako krajowg jednostkg akredytujgcg w rozumieniu art. 43
ust. 1 lit. b RODO mogg zosta¢ okreslone w porozumieniu o wspotpracy, o ktérym
mowa w art. 14 ust. 5 ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych. W
dokumencie tym mozna okreslic¢ role i obowigzki zwigzane z monitorowaniem
dziatalnosci podmiotéw certyfikujgcych i wzajemnym przekazywaniem informaciji
dotyczgcych tych podmiotow. Po zawarciu dokument ten bedzie dostepny zaréwno na
stronie internetowej Urzedu Ochrony Danych Osobowych, jak i na stronie internetowe;j
Polskiego Centrum Akredytaciji.

Polskie Centrum Akredytacji oraz podmioty certyfikujgce sg zobowigzane do
wskazania Prezesowi Urzedu adresu skrzynki doreczeh w rozumieniu art. 2 pkt 9
ustawy z dnia 18 listopada 2020 r. o doreczeniach elektronicznych (Dz.U. z 2026 r. poz.
3) i wykorzystywania jej w komunikacji z Prezesem Urzedu zwigzanej z akredytacjg
podmiotdw certyfikujgcych i certyfikacja.

§1.

Zakres

Niniejszy dokument okresla dodatkowe wymogi w stosunku do normy ISO/IEC
17065/2012 dotyczgce oceny kompetencji, spojnego funkcjonowania i bezstronnosci
podmiotéw certyfikujgcych w rozumieniu art. 42 ust. 5 RODO.




Zakres normy ISO/IEC 17065/2012 stosuje sie zgodnie z RODO. Dalsze
informacje znajdujg sie w wytycznych Europejskiej Rady Ochrony Danych (EROD) w
sprawie akredytacji' i certyfikac;ji?.

Szeroki zakres normy ISO/IEC 17065/2012, obejmujgcy produkty, procesy i
ustugi, nie powinien prowadzi¢ do zanizania, ani zastepowania wymogow RODO. Na
przyktad mechanizm zarzgdzania nie moze by¢ jedynym elementem mechanizmu
certyfikacji, poniewaz certyfikacja zgodnie z art. 42 ust. 1 RODO musi obejmowac
operacje przetwarzania danych osobowych.

Zgodnie z art. 15 ust. 1 ustawy z dnia 10 maja 2018 r. o ochronie danych
osobowych certyfikacji udziela podmiot certyfikujgcy na wniosek:

— administratora,

- podmiotu przetwarzajgcego,

- producenta,

- albo podmiotu wprowadzajgcego ustuge lub produkt na rynek.

Producenci, albo podmioty wprowadzajgce ustuge lub produkt na rynek muszag
posiadac status administratora lub podmiotu
przetwarzajgcego w procesie przetwarzania danych osobowych, w ktérym ww. ustuga
lub produkt bedg stosowane. Zgodnie z art. 15 ust. 2 ustawy z dnia 10 maja 2018 r. o
ochronie danych osobowych nadrzedne sg zasady ujete w art. 42 RODO, precyzujgce
zasady certyfikacji proceséw przetwarzania danych osobowych.

Mechanizmy certyfikacji oraz znaki jakosci i oznaczenia w dziedzinie ochrony
danych wydawane produktom i ustugom obejmujgcym operacje

przetwarzania danych osobowych umozliwig szybkg ocene ich poziomu ochrony
danych.

Zakres mechanizmu certyfikacji (np. certyfikacja operacji przetwarzania w
chmurze) jest uwzgledniany w ocenie przeprowadzanej przez jednostke akredytujgcg w
trakcie procesu akredytacji, w szczegodlnosci w odniesieniu do kryteridw, wiedzy
fachowej i metodyki oceny.

1 Wytyczne 4/2018 w sprawie akredytacji podmiotéw certyfikujgcych na podstawie art. 43 ogolnego
rozporzadzenia o} ochronie danych (2016/679) https://edpb.europa.eu/our-



https://edpb.europa.eu/our-work-tools/our-documents/retningslinjer/guidelines-42018-accreditation-certification-bodies_en
https://edpb.europa.eu/our-work-tools/our-documents/smjernice/guidelines-12018-certification-and-identifying-certification_en
https://edpb.europa.eu/our-work-tools/our-documents/guidelines/guidelines-42018-accreditation-certification-bodies-under_pl

tools/ourdocuments/guidelines/guidelines-42018-accreditation-certification-bodies-under pl 2
Wytyczne 1/2018 w sprawie certyfikacji i okreslenia kryteriéw certyfikacji zgodnie z art. 42 i 43
rozporzgdzenia https://edpb.europa.eu/our-work-tools/our-
documents/quidelines/quidelines-12018certification-and-identifying_pl

§ 2.
Odniesienia normatywne

Przepisy RODO sg nadrzedne wobec normy ISO/IEC 17065/2012. Jezeli w
niniejszym dokumencie lub w mechanizmie certyfikacji znajduje sie odniesienie do
innych norm I1SO, nalezy je interpretowa¢ zgodnie z wymogami okreslonymi w RODO.

§ 3.

Terminy i definicje

Terminy i definicje zawarte w wytycznych dotyczgcych akredytacji i certyfikacji
majg zastosowanie i majg pierwszenstwo przed definicjami ISO. Ponizej przedstawiono
gtdbwne definicje uzyte w niniejszym dokumencie:

1. RODO - rozporzgdzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia
27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku z
przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich
danych

oraz uchylenia dyrektywy 95/46/WE (Dz. Urz. UE L 119 z 4.5.2016, str. 1, z pézn.
zm.);

2. u.o.d.o. —ustawa z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz.U. z
2019 r., poz. 1781);

3. Rada - Europejska Rada Ochrony Danych;

4. Wytyczne Rady dotyczace akredytacji — Wytyczne nr 4/2018 w sprawie
akredytacji podmiotéw certyfikujgcych na mocy art. 43 RODO (2016/679);

5. Wytyczne Rady dotyczace certyfikacji — Wytyczne 1/2018 w sprawie
certyfikacji i okreslania kryteriow certyfikacji zgodnie z art. 42 i 43 RODO;

6. Organ nadzorczy — Prezes Urzedu Ochrony Danych Osobowych;



https://edpb.europa.eu/our-work-tools/our-documents/guidelines/guidelines-42018-accreditation-certification-bodies-under_pl
https://edpb.europa.eu/our-work-tools/our-documents/guidelines/guidelines-42018-accreditation-certification-bodies-under_pl
https://edpb.europa.eu/our-work-tools/our-documents/guidelines/guidelines-12018-certification-and-identifying_pl
https://edpb.europa.eu/our-work-tools/our-documents/guidelines/guidelines-12018-certification-and-identifying_pl
https://edpb.europa.eu/our-work-tools/our-documents/guidelines/guidelines-12018-certification-and-identifying_pl

10.

11.

12.

13.

14.

15.

16.

PCA - Polskie Centrum Akredytacji — krajowa jednostka akredytujgca,
wytgczna jednostka w panstwie cztonkowskim wskazana zgodnie z
rozporzgdzeniem Parlamentu Europejskiego i Rady (WE) nr 765/2008, ktéra
dokonuje akredytacji na podstawie upowaznienia udzielonego przez panstwo;

Certyfikacja — ocena i bezstronne poswiadczenie przez strone trzecia, ze
wykazano spetnienie kryteriow certyfikacji w odniesieniu do operac;ji
przetwarzania prowadzonych przez administratora lub podmiot przetwarzajacy;

Akredytacja — poswiadczenie przez Polskie Centrum Akredytacji, ze podmiot
certyfikujgcy posiada kwalifikacje do przeprowadzania certyfikacji zgodnie z art.
42143 RODO, z uwzglednieniem normy ISO/IEC 17065/2012 oraz niniejszych
dodatkowych wymogéw ustanowionych przez organ nadzorczy lub EROD.
Wiecej informacji na temat interpretacji akredytacji do celow art. 43 RODO
mozna znalez¢ w sekcji 3 Wytycznych Rady dotyczgcych akredytacji;

Podmiot certyfikujacy — podmiot prowadzacy system certyfikacji, w tym
oceniajgcy zgodnosc¢ przedmiotu oceny;

Kryteria certyfikacji — kryteria, na podstawie ktorych dokonuje sie oceny
operacji przetwarzania prowadzonych przez Wnioskodawce lub Klienta w
odniesieniu do danego systemu certyfikaciji;

System certyfikacji — system odnoszacy sie do okreslonych wyrobéw,
procesow i ustug, do ktérych majg zastosowanie te same wymogi, szczegétowe
zasady i procedury. Obejmuje on kryteria certyfikacji i metodyke oceny;

Mechanizm certyfikacji — zatwierdzony system certyfikacji, ktory jest dostepny
dla Wnioskodawcy. Jest to ustuga swiadczona przez akredytowany podmiot
certyfikujgcy w oparciu o zatwierdzone kryteria i metodyke oceny. Jest to
system, za pomocg ktérego Wnioskodawca uzyskuje certyfikacje;

Przedmiot oceny — przedmiot certyfikacji. W przypadku certyfikacji RODO bedg
to odpowiednie operacje przetwarzania, o ktérych ocene i certyfikacje wnosi
Whioskodawca;

Whioskodawca — administrator lub podmiot przetwarzajacy, ktoéry ztozyt
wniosek o certyfikacje swoich operacji przetwarzania;

Klient — podmiot, ktory uzyskat certyfikacje (wczesniej Wnioskodawca).

§ 4.




Ogdine wymogi w zakresie akredytacji
4.1 Kwestie prawne i umowne

4.1.1. Odpowiedzialnos¢ prawna 1. Podmiot certyfikujgcy musi zawsze by¢
w stanie wykazaé PCA, Ze posiada aktualne procedury potwierdzajgce
przestrzeganie obowigzkéw prawnych okreslonych w warunkach akredytac;ji,
w tym w dodatkowych wymogach dotyczacych stosowania RODO.

2. Podmiot certyfikujgcy musi by¢ w stanie wykazac, ze jego procedury i
srodki dotyczgce w szczegolnosci kontroli i przetwarzania danych
osobowych Whnioskodawcy i organizacji
Klientow w ramach procesu certyfikacji sg zgodne z RODO i u.o.d.o.
W zwigzku z tym, w ramach procedury akredytacji, Podmiot
certyfikujgcy ma obowigzek przedstawi¢ dowody zgodnosci wymagane
w trakcie procesu akredytaciji.

3. Do dowoddéw zgodnosci, o ktorych mowa w pkt 2, nalezy w szczegolnosci
wykazanie przez Podmiot certyfikujgcy, ze w/w procedury i SrodKi
stosowane w ramach procesu certyfikacji nie sg i nie byly w przesztosci
przedmiotem postepowania przed Organem nadzorczym.

4. Przed przystgpieniem do procesu akredytacji PCA kontaktuje sie z
Organem nadzorczym w celu sprawdzenia informaciji, o ktérych mowa w
pkt 3. W stosownych przypadkach Organ nadzorczy weryfikuje te
informacje.

5. Podmiot certyfikujgcy potwierdza réwniez PCA, ze wdrozone i stosowane
przez niego procedury i srodki dotyczgce w szczegdlnosci kontroli i
przetwarzania danych osobowych Wnioskodawcow i organizacji Klientow
w ramach procesu certyfikacji nie sg i nie byly przedmiotem postepowan
prowadzonych przez inne organy nadzorcze w innych sektorach, jezeli te
postepowania dotyczg przetwarzania

danych osobowych i mogg skutkowac niespetnieniem tego wymogu
przez Podmiot certyfikujgcy, a zatem mogg uniemozliwi¢ jego
akredytacje.

6. Podmiot certyfikujgcy niezwtocznie informuje PCA o naruszeniach RODO
lub u.o.d.o. stwierdzonych przez Organ nadzorczy, organy nadzorcze w




innych sektorach lub wtasciwe organy wymiaru sprawiedliwosci, ktore
mogg mie¢ wptyw na jego akredytacje.

7. Przed wydaniem lub odnowieniem lub odmowg dokonania certyfikacji,
Podmiot certyfikujgcy jest zobowigzany do poinformowania Organu
nadzorczego zgodnie z art. 43 ust. 1 RODO i art. 19 u.o.d.o.

8. Organ nadzorczy moze ustanowic dalsze wymogi i procedury w celu
sprawdzenia zgodnosci podmiotéw certyfikujgcych z RODO przed
akredytacja.

4.1.2. Umowa o certyfikacje

Oprocz wymogoéw ISO/IEC 17065/2012, Podmiot certyfikujgcy ma obowigzek
wykazac, ze jego umowa o certyfikacje, o ktérej mowa w art. 15 ust. 3
u.o.d.o.:

1. zobowigzuje Wnioskodawce, aby zawsze spetniat zaréwno ogélne wymogi
certyfikacyjne w rozumieniu pkt 4.1.2.2 lit. a) ISO/IEC 17065/2012, jak i
kryteria zatwierdzone przez Organ nadzorczy lub EROD zgodnie z art. 43
ust. 2 lit. b) i art. 42 ust. 5 RODO,

2. zobowigzuje Wnioskodawce, aby zapewnit petng przejrzystos¢ wobec
Organu nadzorczego w odniesieniu do procedury certyfikacji, w tym kwestii
objetych postanowieniami umownymi o poufnosci, dotyczgcych ochrony
danych, zgodnie z art. 42 ust. 7 i art. 58 ust. 1 lit. c) RODO,

3. nie ogranicza odpowiedzialnosci Wnioskodawcy za zgodno$¢ z RODO i
pozostaje bez uszczerbku dla zadan i uprawnien organéw nadzorczych,
ktére sg wtasciwe zgodnie z art. 42 ust. 5 RODO,

4. zobowigzuje Wnioskodawce do dostarczenia Podmiotowi certyfikujgcemu
wszelkich informac;ji i dostepu do jego czynnosci przetwarzania, ktére sg
niezbedne do przeprowadzenia procedury certyfikacji zgodnie z art. 42 ust.
6 RODO,

5. zobowigzuje Wnioskodawce do przestrzegania obowigzujgcych terminow i
procedur - umowa o certyfikacje musi przewidywac¢ odpowiednie terminy i
procedury, do przestrzegania ktorych zostanie zobowigzany
Whnioskodawca, program certyfikacji i inne przepisy muszg by¢
monitorowane i przestrzegane,

6. w odniesieniu do pkt 4.1.2.2 lit. c) ppkt 1 ISO/IEC 17065/2012 - okres
zasady wazno$ci, odnowienia i wycofania zgodnie z art




ust. 4 RODO, w tym zasady okreslajgce odpowiednie odstepy czasu na
ponowng ocene lub przeglad (regularnos$¢) zgodnie z art. 42 ust. 7 RODO i
punktem 7.9 niniejszych wymogow,

7. umozliwia Podmiotowi certyfikujgcemu ujawnienie Organowi nadzorczemu
wszystkich informacji niezbednych do przyznania certyfikacji zgodnie z,
odpowiednio, art. 42 ust. 8 i art. 43 ust. 5 RODO,

8. zawiera przepisy dotyczgce niezbednych srodkdéw ostroznosci w
odniesieniu do rozpatrywania skarg w rozumieniu pkt 4.1.2.2 lit. c) ppkt 2 i

lit. j) ISO/IEC 17065/2012, zawiera réwniez wyrazne oswiadczenia na
temat struktury i procedury rozpatrywania skarg zgodnie z art. 43 ust. 2 lit.
d) RODO,

9. oprécz minimalnych wymogéw, o ktérych mowa w pkt 4.1.2.2 ISO/IEC
17065/2012, wskazuje konsekwencje dla Klienta w sytuacji cofniecia lub
zawieszenia lub niewydania akredytacji dla Podmiotu certyfikujgcego.
Klient musi by¢é w szczegdlnosci poinformowany o warunkach majgcych
zastosowanie do przeniesienia certyfikacji oraz o procedurze, ktérg
zobowigzany jest przestrzega¢ w przypadku, gdy Podmiot certyfikujgcy
podlega odmowie, zawieszeniu lub decyzji o wycofaniu swojej akredytacji
w odniesieniu do zatwierdzonego mechanizmu certyfikacji na mocy art. 42
RODO,

10.zobowigzuje Wnioskodawce do poinformowania Podmiotu certyfikujgcego
o ewentualnych istotnych zmianach jego sytuacji faktycznej lub prawnej
oraz o zmianach produktéw, procesow i ustug objetych certyfikacja,

11.uwzglednia wigzgce metody oceny w odniesieniu do przedmiotu oceny.

4.1.3. Stosowanie znakow jakosci i oznaczen w dziedzinie ochrony danych

Certyfikaty, pieczecie i oznaczenia stosuje sie wytgcznie zgodnie z art. 42 i
43 RODO oraz z Wytycznymi Rady dotyczgcymi akredytacji i
Wytycznymi Rady dotyczgcymi certyfikacji.

4.2 Zarzadzanie bezstronnoscia

PCA zapewnia, aby oprécz wymogu okreslonego w pkt 4.2 ISO/IEC 17065/2012:




1. Podmiot certyfikujgcy spetniat dodatkowe wymogi Organu nadzorczego (zgodnie
z art. 43 ust. 1 lit. b) RODO):

a) zgodnie z art. 43 ust. 2 lit. a) RODO Podmiot certyfikujgcy musi przedstawi¢
odrebne dowody swojej niezaleznosci. Dotyczy to w szczegdlnosci dowoddéw
dotyczacych finansowania Podmiotu certyfikujgcego w zakresie, w jakim
dotyczy ono zapewnienia bezstronnosci,

b) zadania i obowigzki Podmiotu certyfikujgcego nie prowadzg do konfliktu
interesdw zgodnie z art. 43 ust. 2 lit. e) RODO,

2. Podmiot certyfikujgcy nie miat zadnego istotnego zwigzku z ocenianym Klientem
(np. Podmiot certyfikujgcy nie moze naleze¢ do tej samej grupy przedsiebiorstw,
Podmiot certyfikujgcy nie moze by¢é w zaden sposdb kontrolowany przez Klienta,
ktérego ocenia). Wszelkie powigzania gospodarcze miedzy Podmiotem
certyfikujgcym a Wnioskodawcg, w zaleznosci od jego cech mogg wptywaé na
bezstronnosc¢ jego dziatalnos$ci certyfikacyjne;.

4.3 Odpowiedzialnos¢ i finansowanie

Oprocz wymogu okreslonego w pkt 4.3.1 ISO/IEC 17065/2012 PCA regularnie
zapewnia, aby Podmiot certyfikujgcy dysponowat odpowiednimi srodkami (np.
ubezpieczeniem lub rezerwami) w celu pokrycia swoich zobowigzan w regionach
geograficznych, w ktérych prowadzi dziatalnos¢.

4.4 Niedyskryminujace warunki

Stosuje sie wymagania normy ISO/IEC 17065/2012.
4.5 Poufnos¢

Stosuje sie wymagania normy ISO/IEC 17065/2012.
4.6 Informacje dostepne publiczne

Oprécz wymogu okreslonego w pkt 4.6 ISO/IEC 17065/2012 PCA zobowigzuje
Podmiot certyfikujgcy co najmniej do tego, aby:

1. wszystkie wersje (obecne i poprzednie) zatwierdzonych kryteriow
zastosowanych w rozumieniu art. 42 ust. 5 RODO (kryteriow certyfikacji) byty
publikowane i fatwo dostepne publicznie, a takze wszystkie procedury
certyfikacji, z ogélnym wskazaniem odpowiedniego okresu waznosci;




2. informacje na temat procedur rozpatrywania skarg i odwotan byty podawane
do wiadomosci publicznej zgodnie z art. 43 ust. 2 lit. d) RODO.

§ 5.

Wymogi strukturalne, art. 43 ust. 4 RODO
(wtasciwa ocena)
5.1 Struktura organizacyjna i sciste kierownictwo
Stosuje sie wymogi normy ISO/IEC 17065/2012.
5.2 Mechanizmy zapewnienia bezstronnosci

Stosuje sie wymogi normy ISO/IEC 17065/2012.

§ 6.
Wymogi dotyczace zasobow
6.1 Personel podmiotu certyfikujgcego

Oproécz wymogu zawartego w sekcji 6 normy ISO/IEC 17065/2012 PCA zapewnia
w odniesieniu do kazdego Podmiotu certyfikujgcego, aby jego personel
wykonujgcy zadania zwigzane ze zgodnoscig z certyfikacja:

1. wykazat sie odpowiednig i biezgcg wiedzg fachowg i doswiadczeniem w
zakresie ochrony danych zgodnie z art. 43 ust. 1 RODO,

2. posiadat niezaleznos¢ i aktualng wiedze fachowag w odniesieniu do
przedmiotu certyfikacji zgodnie z art. 43 ust. 2 lit. a) RODO i nie ma
konfliktu intereséw zgodnie z art. 43 ust. 2 lit. ) RODO,

3. zobowigzat sie do przestrzegania kryteridow, o ktérych mowa w art. 42 ust.
5, zgodnie z art. 43 ust. 2 lit. b) RODO,




4. posiadat odpowiednig wiedze i doswiadczenie na temat stosowania
przepisow o ochronie danych,

5. posiadat odpowiednig wiedzg i doswiadczenie w zakresie technicznych i
organizacyjnych srodkow ochrony danych,

6. byt w stanie wykazac doswiadczenie w dziedzinach wymienionych w pkt
6.1 ppkt 1,4 i 5, w szczegdlnosci:

a) pracownicy posiadajgcy fachowg wiedze techniczna:

- uzyskali kwalifikacje w odpowiednim obszarze specjalistycznej
wiedzy technicznej co najmniej na poziomie 6 wedtug
europejskich ram kwalifikacji lub uznanego chronionego tytutu
(np. dyplom inzynierski) w danym zawodzie regulowanym lub
muszg posiadac znaczgce doswiadczenie zawodowe,

- dodatkowo pracownicy odpowiedzialni za decyzje certyfikacyjne
muszg posiada¢ znaczgce doswiadczenie zawodowe w
zakresie prawa ochrony danych, w tym w okreslaniu i
wdrazaniu srodkéw ochrony danych lub dostepu do osoby
posiadajgcej te wiedze oraz odpowiednie kwalifikacje
zawodowe/wyksztatcenie na poziomie podyplomowym,

- dodatkowo pracownicy odpowiedzialni za oceny muszg
posiadac¢ doswiadczenie zawodowe w zakresie technicznych
srodkéw ochrony danych oraz wiedze i doswiadczenie w
zakresie poréwnywalnych procedur (np. certyfikacji/audytow), a
w stosownych przypadkach wykazac rejestracje.

Pracownicy ci muszg wykazac, ze utrzymujg wiedze specjalistyczng
w zakresie umiejetnosci technicznych i audytowych poprzez

ustawiczne doskonalenie zawodowe.

b) pracownicy posiadajgcy fachowg wiedze prawnicza:

- majg ukonczone studia prawnicze na uczelni uznanej na
szczeblu unijnym lub krajowym, trwajgce co najmniej osiem
semestrow i zakonczone uzyskaniem stopnia magistra prawa
lub rbwnowaznego stopnia, bgdz posiadajg znaczace
doswiadczenie zawodowe,




- dodatkowo pracownicy odpowiedzialni za decyzje certyfikacyjne
muszg wykazac sie znaczgcym doswiadczeniem zawodowym
w zakresie prawa ochrony danych, w tym okreslania i
wdrazania srodkéw ochrony danych i by¢ zarejestrowani
zgodnie z wymogami panstwa cztonkowskiego,

- dodatkowo pracownicy odpowiedzialni za oceny muszg
wykazac¢ posiadanie co najmniej dwuletniego doswiadczenia
zawodowego w zakresie prawa ochrony danych oraz wiedzy
i doswiadczenia w zakresie porownywalnych procedur (np.
certyfikacji/audytéw), oraz by¢ zarejestrowani, o ile jest to
wymagane przez dane panstwo cztonkowskie.

» Pracownicy muszg wykazac, ze utrzymujg wiedze
specjalistyczng w zakresie umiejetnosci technicznych i
audytowych poprzez ustawiczne doskonalenie
zawodowe.

Podmiot certyfikujgcy musi by¢ w stanie okresli¢ i wyjasni¢ PCA, ktére wymogi
dotyczgce doswiadczenia zawodowego i wiedzy specjalistycznej sg
odpowiednie do zakresu systemu certyfikacji i danego przedmiotu oceny.

Podmiot certyfikujgcy jest odpowiedzialny za podejmowanie decyzji nawet
jezeli korzysta z pomocy podwykonawcow.

Podwykonawcy nie mogg by¢ zaangazowani w procesy decyzyjne.

Podwykonawcy muszg spetnia¢ wymogi okreslone dla personelu Podmiotu
certyfikujgcego.

6.2 Zasoby na potrzeby oceny

Stosuje sie wymagania normy ISO/IEC 17065/2012.

§7.

Wymogi dotyczace procesow, art. 43 ust. 2 lit. ¢c) i d) RODO




7.1 Wytyczne ogélne

Oprocz wymogu okreslonego w sekcji 7.1 ISO/IEC 17065/2012 PCA zapewnia

aby:

1.

2.

przy sktadaniu wniosku Podmioty certyfikujgce spetniaty niniejsze
dodatkowe wymogi Organu nadzorczego (zgodnie z art. 43 ust. 1 lit. b)
RODO), tak aby zadania i obowigzki realizowane w zwigzku z udzielaniem
akredytacji nie prowadzity do konfliktu intereséw zgodnie z art. 43 ust. 2
lit. e)

RODO;

jezeli Podmiot certyfikujgcy zamierza dziata¢ w innych panstwach
cztonkowskich za posrednictwem biura pomocniczego (jednostki
organizacyjnej, np. oddziat czy spétke zalezng) powiadamia o tym
odpowiednie wtasciwe organy i w razie potrzeby uzyskuje niezbedng
zgode, w tym na funkcjonowanie europejskiej pieczeci ochrony danych
zgodnie z art. 42 ust. 5 RODO",

Podmioty certyfikujgce posiadaty procedury powiadamiania Organu
nadzorczego bezposrednio przed wydaniem, odnowieniem lub
wycofaniem certyfikacji oraz podawaty powody podjecia takich dziatanh.
Obejmuje to dostarczenie Organowi nadzorczemu kopii streszczenia
sprawozdania z oceny, o ktérym mowa w pkt 7.8 niniejszego dokumentu;

w przypadku, gdy Klient lub Organ nadzorczy powiadamia Podmioty
certyfikujgce o wszelkich istotnych postepowaniach lub dziataniach
regulacyjnych Organu nadzorczego lub innych organéw nadzorczych w
innych sektorach, powigzanych z zakresem certyfikacji i przedmiotem
oceny, ktére podwazajg przestrzeganie przez Klienta ochrony danych,
Podmioty certyfikujgce sg zobowigzane do dokonania oceny, czy Klient
nadal spetnia kryteria certyfikacji. Podmioty

certyfikujgce przekazg Organowi nadzorczemu sprawozdanie zawierajgce
informacje na temat wynikéw tej oceny. Ocena bedzie zwigzana z
zakresem certyfikacji i zakresem przedmiotu oceny.

W tym wzgledzie zob. Wytyczne Rady dotyczace certyfikacii, pkt 44




7.2 Wniosek

Oprocz wymogow okreslonych w art. 17 u.o.d.o. oraz w punkcie 7.2 normy
ISO/IEC 17065/2012 Podmiot certyfikujacy wymaga, aby wniosek o udzielenie
certyfikaciji:

1. zawierat szczegdtowy opis przedmiotu oceny, obejmuje to réwniez
interfejsy i transfery do innych systemdw i organizaciji, protokoty i inne
gwarancje;

2. okreslat, czy Wnioskodawca korzysta z ustug podmiotéw
przetwarzajgcych, a jezeli Wnioskodawcg jest podmiot przetwarzajgcy —
muszg w nim zostaé opisane obowigzki i zadania, a do wniosku musi
zostac zatgczona umowa lub umowy miedzy administratorem a
podmiotem przetwarzajgcym (kopie potwierdzone za zgodnosc);

3. okreslat, czy wspoétadministratorzy sg zaangazowani w przetwarzanie
danych osobowych oraz czy wspotadministrator jest Wnioskodawcg — w
takiej sytuacji we wniosku opisuje sie jego obowigzki i zadania, a do
whniosku musi zostac¢ zatgczona umowa o wspoétadministrowanie (kopia
potwierdzona za zgodnos¢);

4. ujawniat wszelkie biezgce lub niedawne postepowania lub dziatania
regulacyjne prowadzone przez Organ nadzorczy lub organy nadzorcze w
innych sektorach, ktérym podlega
Whnioskodawca, jezeli te postepowania lub dziatania regulacyjne dotyczg
przetwarzania danych osobowych zwigzanych z zakresem certyfikacji i
zakresem przedmiotu oceny.

Podmiot certyfikujgcy jest zobowigzany do poinformowania Organu nadzorczego
o otrzymaniu wniosku w celu umozliwienia mu realizacji zadan wynikajgcych z
RODO i u.o.d.o.

7.3 Ocena wniosku

Oprécz wymogow okreslonych w punkcie 7.3 normy ISO/IEC 17065/2012 PCA
wymaga, aby:

1. w umowie o certyfikacje okreslone byty wigzgce metody oceny w
odniesieniu do przedmiotu oceny,




2. w ocenie dotyczgcej wystarczajgcej wiedzy fachowej, przewidzianej w pkt
7.3 lit. €) normy ISO/IEC 17065/2012, uwzgledniano w odpowiednim
zakresie zarowno techniczng, jak i prawng wiedze fachowg w zakresie
ochrony danych.

7.4 Ocena

Oprécz wymogow okreslonych w punkcie 7.4 normy ISO/IEC 17065/2012
mechanizmy certyfikacji muszg okresla¢ wystarczajgce metody oceny zgodnosci
operacji przetwarzania z kryteriami certyfikacji, w tym takie obszary jak:

1. metode oceny koniecznoéci i proporcjonalnosci operacji przetwarzania w
stosunku do ich celu i 0s6b, ktérych te dane dotycza,

2. metode oceny zakresu, sktadu i analizy wszystkich rodzajéw ryzyka
rozwazanych przez administratorow i podmioty przetwarzajgce, w
odniesieniu do skutkow prawnych zgodnie z art. 30, 32, 35i 36 RODO
oraz w odniesieniu do definicji sSrodkéw technicznych i organizacyjnych
zgodnie z art. 24, 251 32 RODO, w zakresie, w jakim wyzej wymienione
artykuty majg zastosowanie do przedmiotu certyfikacji,

3. metode oceny srodkow zaradczych, w tym gwarancji, zabezpieczen i
procedur w celu zapewnienia ochrony danych osobowych w kontekscie
przetwarzania, ktére ma zostac przypisane przedmiotowi certyfikacji oraz
wykazania, ze wymogi prawne okreslone w przyjetych kryteriach sg
spetnione, oraz

4. sposob dokumentowania metod i ustalen.

Podmiot certyfikujgcy jest zobowigzany do zapewnienia standaryzacji i spojnego
stosowania metod oceny. Oznacza to stosowanie porownywalnych metod oceny
do porownywalnych przedmiotéw oceny. Wszelkie odstepstwa od tej procedury
muszg byc¢ uzasadnione przez podmiot certyfikujgcy.

Oprécz wymogow okreslonych w punkcie 7.4.2 normy ISO/IEC 17065/2012
ocena moze by¢ przeprowadzona przez podwykonawcow, ktdrzy zostali uznani
przez Podmiot certyfikujacy, z zastosowaniem tych samych wymogéw
dotyczacych personelu okreslonych w § 6 niniejszego dokumentu.

Oprécz punktu 7.4.5 normy ISO 17065 nalezy przewidziec, ze istniejgca
certyfikacja w zakresie ochrony danych zgodna z art. 42 i 43 RODO, ktora
obejmuje juz czes¢ przedmiotu oceny, moze zosta¢ uwzgledniona w ramach
nowej oceny, ale nie bedzie ona jednak wystarczajgca, aby catkowicie za i
oceny czesciowe. Sam certyfikat nie bedzie jednak wystarczaj




Podmiot certyfikujgcy jest zobowigzany do sprawdzenia zgodnosci z kryteriami w
odniesieniu do przedmiotu oceny. W celu podjecia Swiadomej decyzji
uwzglednia sie petne sprawozdanie z oceny i inne istotne informacje
umozliwiajgce ocene istniejgcej certyfikacji i jej wynikow. Oswiadczenie
certyfikacyjne lub podobne swiadectwa certyfikacji nie powinny by¢ uznawane za
wystarczajgce do zastgpienia sprawozdania.

W przypadkach, gdy istniejgca certyfikacja jest brana pod uwage w ramach
nowej oceny, zakres tej certyfikacji nalezy réwniez szczegotowo oceni¢ pod
katem jej zgodnosci z odpowiednimi kryteriami certyfikaciji.

W uzupetnieniu do pkt 7.4.6 normy ISO/IEC 17065/2012 Podmiot certyfikujgcy
musi szczegotowo okreslic w swoim systemie certyfikacji, w jaki sposéb
informacje wymagane w tym punkcie normy ISO/IEC 17065/2012 pozwalajg
Klientowi (Wnioskodawcy) uzyska¢ wiedze o niezgodnosciach w odniesieniu do
mechanizmu certyfikacji. W tym kontekscie nalezy okresli¢ przynajmniej
charakter i ramy czasowe takich informacji. Podmiot certyfikujgcy wykazuje to w
pisemnym dokumencie, ktory moze by¢ systemem certyfikacji lub, jezeli Podmiot
certyfikujgcy nie jest wtascicielem systemu, innym dokumentem odnoszgcym sie
do procesu certyfikaciji.

W uzupetnieniu do pkt 7.4.9 normy ISO/IEC 17065/2012 Podmiot certyfikujgcy
zapewnia Organowi nadzorczemu petny dostep do dokumentac;ji z
przeprowadzonej oceny Wnioskodawcy.

7.5 Przeglad

W uzupetnieniu do pkt 7.5 normy ISO/IEC 17065/2012 Podmiot certyfikujgcy
okresla procedury przyznawania, regularnego przegladu i cofania odpowiednich
certyfikatow zgodnie z art. 43 ust. 2 i 3 RODO.

Podmiot certyfikujgcy zapewnia Organowi nadzorczemu petny dostep do
dokumentacji Klienta zwigzanej z przyznawaniem, przeglagdami i cofaniem
certyfikatow.

7.6 Decyzja o certyfikacji

W uzupetnieniu do pkt 7.6.1 normy ISO/IEC 17065/2012, Podmiot certyfikujgcy jest
zobowigzany do szczegotowego okreslenia w swoich procedurach w jaki sposob




zapewniono jego niezalezno$¢ i odpowiedzialnos¢ w odniesieniu do
poszczegolnych decyzji certyfikacyjnych.

7.7 Dokumentacja certyfikacji

W uzupetnieniu do pkt 7.7.1 lit. €) normy ISO/IEC 17065/2012 oraz zgodnie z art.
42 ust. 7 RODO wymagane jest, aby okres waznosci certyfikatow nie przekraczat
trzech lat.

W uzupetnieniu do pkt 7.7.1 lit. €) normy ISO/IEC 17065/2012 wymagane jest
rowniez udokumentowanie okresu zamierzonego monitorowania w rozumieniu pkt
7.9 niniejszego dokumentu.

W uzupetnieniu do pkt 7.7.1 lit. f) normy ISO/IEC 17065/2012

Podmiot certyfikujgcy zobowigzany jest do wskazania przedmiotu certyfikacji w
dokumentacji certyfikacji (z podaniem statusu wersji lub, w stosownych
przypadkach, podobnych cech).

Przy wydawaniu certyfikatu Podmiot certyfikujgcy zobowigzany jest dostarczy¢
Organowi nadzorczemu kopie dokumentacji certyfikacji, o ktérej mowa w normie
ISO/IEC 17065/2012 pkt 7.7.1.

7.8 Wykaz certyfikowanych produktéw W uzupetnieniu do pkt 7.8 normy
ISO/IEC 17065/2012 Podmiot certyfikujacy zobowigzany jest do
utrzymywania wewnetrznej i publicznej dostepnos$ci informacji na temat

certyfikowanych produktow, procesow i ustug.

Podmiot certyfikujgcy podaje do wiadomosci publicznej streszczenie
sprawozdania z oceny, stuzgce zapewnieniu przejrzystosci co do przedmiotu
certyfikacji i sposobu oceny. W streszczeniu przedstawia sie miedzy innymi:

a) zakres certyfikacji i miarodajny opis przedmiotu certyfikacji (przedmiotu
oceny),

b) odpowiednie kryteria certyfikacji (z podaniem wersji lub statusu
funkcjonalnego),

c) metody oceny i przeprowadzone badania,
d) wyniki.

W uzupetnieniu do pkt 7.8 normy ISO/IEC 17065/2012 i zgodnie z art. 43 ust. 5
RODO Podmiot certyfikujgcy informuje wtasciwe organy nadzorcze o




przyczynach udzielania lub cofnigcia lub odmowy certyfikacji, o ktorg sie do niego
Zwrocono.

7.9 Nadzor

W uzupetnieniu do pkt 7.9.1, 7.9.21 7.9.3 normy ISO/IEC 17065/2012 oraz
zgodnie z art. 43 ust. 2 lit. ¢) RODO wymaga sie, aby w celu utrzymania
certyfikacji w okresie monitorowania Podmiot certyfikujgcy okreslit Srodki
regularnego monitorowania. Srodki takie powinny byé oparte na analizie ryzyka i
proporcjonalne, a maksymalny okres miedzy dziataniami w zakresie nadzoru nie
powinien przekracza¢ 12 miesiecy.

7.10 Zmiany majace wplyw na certyfikacje

W uzupetnieniu do pkt 7.10.1i7.10.2 normy ISO/IEC 17065/2012 zmiany
majgce wptyw na certyfikacje, ktore majg by¢ uwzglednione przez Podmiot
certyfikujgcy, obejmuja:

1. kazde naruszenie ochrony danych osobowych lub inne naruszenie RODO
lub u.o.d.o. stwierdzonych przez Organ nadzorczy, organy nadzorcze w
innych sektorach lub organy wymiaru sprawiedliwosci, ktére dotyczy
certyfikacji, zgtoszone przez Klienta lub Organ nadzorczy. Powyzsze
naruszenia sg uwzgledniane tylko w zakresie, w jakim odnoszg sie do
certyfikaciji.

2. zmiany spowodowane nowymi osiggnieciami technologicznymi
(w zakresie istotnym dla przysztej certyfikacji i nadzoru),

3. zmiany w przepisach prawnych dotyczgcych ochrony danych osobowych,

4. przyjecia aktow delegowanych Komisji Europejskiej zgodnie z art. 43 ust.
8 iart. 43 ust. 9 RODO,

5. decyzje, opinie, wytyczne, zalecenia, najlepsze praktyki lub inne
dokumenty przyjete przez Rade oraz

6. orzeczenia sgdowe dotyczgce ochrony danych.

Procedury zmian wprowadzane przez Podmiot certyfikujgcy obejmujg takie
kwestie jak: okresy przejsciowe, proces zatwierdzania przez wtasciwy organ
nadzorczy, ponowna ocena odpowiednich przedmiotéw oceny oraz odpowiednie




Srodki stuzgce cofnieciu certyfikacji, jezeli certyfikowana operacja przetwarzania
nie spetnia juz zaktualizowanych kryteriow.

7.11 Wygasniecie, ograniczenie, zawieszenie lub cofnigcie certyfikacji

W uzupetnieniu do pkt 7.11.1 normy ISO/IEC 17065/2012 oraz pkt 7.1 ppkt 3
niniejszego dokumentu, Podmiot certyfikujgcy jest zobowigzany do
niezwtocznego pisemnego poinformowania Organu nadzorczego i w
stosownych przypadkach PCA o podjetych srodkach oraz o przedtuzeniu,
ograniczeniu, zawieszeniu i cofnieciu certyfikacji.

Zgodnie z art. 58 ust. 2 lit. h) RODO Podmiot certyfikujgcy jest zobowigzany do
przyjecia decyzji i nakazéw Organu nadzorczego dotyczgcych cofniecia lub
odmowy wydania certyfikacji Klientowi (Wnioskodawcy), jezeli wymaog certyfikaciji
nie jest lub przestat by¢ spetniany.

7.12 Ewidencja

Oprécz wymogow normy ISO/IEC 17065/2012 Podmiot certyfikujgcy
zobowigzany jest do przechowywania catej dokumentacji w formie kompletnej,
zrozumiatej, aktualizowanej i nadajgcej sie do przeprowadzenia audytu.

7.13 Skargi i odwolania, art. 43 ust. 2 lit. d) RODO

W uzupetnieniu do punktu 7.13.1 normy ISO/IEC 17065/2012, Podmiot
certyfikujgcy zobowigzany jest okresli¢:

a) kto moze sktadac skargi lub zastrzezenia,

b) kto rozpatruje skargi lub zastrzezenia po stronie Podmiotu certyfikujgcego,
c) jakie weryfikacje majg miejsce w tym kontekscie oraz

d) mozliwosci konsultacji z zainteresowanymi stronami.

W uzupetnieniu do punktu 7.13.2 normy ISO/IEC 17065/2012, Podmiot
certyfikujgcy zobowigzany jest okresli¢:

a) w jaki sposéb i komu nalezy wydac¢ potwierdzenie, o ktérym mowa w pkt
7.13.2 normy ISO/IEC 17065/2012,

b) terminy w tym zakresie oraz

c) jakie procesy nalezy nastepnie uruchomic.




Podmioty certyfikujgce sg zobowigzane do publicznego udostepniania swoich
procedur rozpatrywania skarg osobom, ktérych dane dotyczg i zapewnienia im
tatwego dostepu.

Podmiot certyfikujgcy jest zobowigzany do poinformowania skarzgcych w
rozsgdnym terminie o postepach i wyniku rozpatrywania skargi.

W uzupetnieniu do punktu 7.13.1 normy ISO/IEC 17065/2012
Podmiot certyfikujgcy musi okresli¢, w jaki sposéb zapewnia sie rozdzielenie
dziatan certyfikacyjnych od rozpatrywania odwotan i skarg.

§8.
Wymogi dotyczace systemu zarzadzania

Ogdélnym wymogiem systemu zarzgdzania zgodnie z rozdziatem 8 normy ISO/IEC
17065/2012 jest to, aby wdrozenie wszystkich wymogdéw z poprzednich rozdziatéw w
zakresie stosowania mechanizmu certyfikacji przez Podmiot certyfikujgcy byto
niezaleznie dokumentowane, oceniane, kontrolowane i monitorowane.

Podstawowg zasadg zarzgdzania jest okreslenie systemu, w ktorym jego cele sg
ustalane skutecznie i efektywnie, co dotyczy w szczegdlnosci wdrazania ustug
certyfikacyjnych - na podstawie odpowiednich specyfikacji. Wymaga to przejrzystosci i
mozliwosci weryfikacji wdrozenia wymogow akredytacyjnych przez Podmiot
certyfikujgcy oraz statego utrzymywania zgodnosci z nimi.

W tym celu w systemie zarzgdzania nalezy okresli¢c metody wypetniania i kontrolowania
tych wymogow zgodnie z przepisami o ochronie danych oraz metody ciggtej kontroli
tych wymogow przez sam Podmiot certyfikujacy.

Te zasady zarzagdzania i ich udokumentowane wdrazanie muszg byc¢ przejrzyste i
ujawniane przez Podmiot certyfikujgcy w ramach procedury akredytacji zgodnie z art.
58 RODO, a nastepnie na wniosek Organu nadzorczego w kazdym momencie podczas
postepowania w formie przeglagdéw w zakresie ochrony danych na podstawie art. 58
ust. 1 lit. b) RODO lub przegladu — na podstawie art. 58 ust. 1 lit. c) RODO - certyfikaciji
udzielonych na mocy art. 42 ust. 7 RODO.

Podmiot certyfikujgcy musi w szczegdlnosci stale podawac¢ do wiadomosci publicznej,
ktore certyfikacje (lub mechanizmy, badz systemy certyfikacji) zostaty przeprowadzone




na jakiej podstawie oraz jaki jest okres waznosci certyfikacji na podstawie jakich ram i
warunkéw (motyw 100 RODO), niezaleznie od obowigzku wynikajgcego z art. 23
u.o.d.o., czyli przekazania Organowi nadzorczemu danych podmiotu, ktéremu
udzielono certyfikacji, oraz podmiotu, ktéremu cofnieto certyfikacje, wraz ze
wskazaniem przyczyny jej cofniecia.

Procedury stosowane w przypadku zawieszenia lub cofniecia akredytacji zostajg
wigczone do systemu zarzgdzania Podmiotéw certyfikujgcych, w tym do powiadamiania
ich Klientow i Wnioskodawcow.

Podmiot certyfikujgcy ustanawia proces rozpatrywania skarg z niezbednymi poziomami
niezaleznosci jako integralng czes¢ systemu zarzadzania, ktory w szczegdlnosci
wdraza wymogi okreslone w pkt 4.1.2.2 lit. ¢) i j), 4.6 lit. d) i 7.13 normy ISO/IEC
17065/2012. Istotne skargi i zastrzezenia nalezy zgtasza¢ Organowi nadzorczemu.

8.1 Ogdélne wymogi dotyczace systemu zarzadzania
Stosuje sie wymagania normy ISO/IEC 17065/2012.
8.2 Dokumentacja systemu zarzgdzania
Stosuje sie wymagania normy ISO/IEC 17065/2012.
8.3 Kontrola dokumentéw
Stosuje sie wymagania normy ISO/IEC 17065/2012. 8.4
Kontrola ewidencji
Stosuje sie wymagania normy ISO/IEC 17065/2012.
8.5 Przeglad systemu zarzadzania
Stosuje sie wymagania normy ISO/IEC 17065/2012.
8.6 Audyty wewnetrzne
Stosuje sie wymagania normy ISO/IEC 17065/2012.
8.7 Dziatania naprawcze
Stosuje sie wymagania normy ISO/IEC 17065/2012. 8.8
Dziatania zapobiegawcze

Stosuje sie wymagania normy ISO/IEC 17065/2012.




§9.
Dalsze dodatkowe wymogi

9.1 Aktualizacja oceny

Podmiot certyfikujgcy ustanawia procedury dotyczgce aktualizacji metod oceny
stosowanych w kontekscie oceny zgodnie z pkt 7.4 normy ISO/IEC 17065/2012 i
niniejszego dokumentu. Aktualizacja musi nastgpi¢ w przypadku zmian ram

prawnych, odnosnego ryzyka, aktualnego stanu wiedzy i kosztéw wdrozenia
srodkéw technicznych i organizacyjnych.

9.2 Utrzymywanie wiedzy fachowej Podmioty certyfikujgce ustanawiajg procedury
zapewniajgce szkolenie swoich pracownikow w celu aktualizacji ich
umiejetnosci, uwzgledniajgc zmiany wymienione w pkt 9.1 niniejszego
dokumentu.

9.3 Zakresy odpowiedzialnosci i kompetencji

9.3.1 Komunikacja miedzy Podmiotem certyfikujgcym a jego Klientami i
Whnioskodawcami

Podmiot certyfikujgcy opracowuje odpowiednie procedury i struktury komunikaciji
miedzy nim a Klientem/Wnioskodawcg. Obejmujg one:

1. prowadzenie przez Podmiot certyfikujgcy dokumentacji podziatu zadan i
obowigzkdéw do celdw:

a) odpowiadanie na wnioski o udzielenie informaciji, lub

b) umozliwienia kontaktu w przypadku skargi dotyczgcej certyfikacii;
2. prowadzenie procesu przyjmowania wnioskow w celu:

a) udzielania informaciji o postepie w rozpatrywaniu wniosku;

b) przeprowadzania przez Organ nadzorczy oceny dotyczgcej:

- informacji zwrotnej;

- decyzji Organu nadzorczego.




9.3.2 Dokumentacja dziatalnosci w zakresie oceny

Podmiot certyfikujgcy wprowadza systemy stuzgce wdrazaniu odpowiednich
procedur i struktur komunikacji miedzy Podmiotem certyfikujgcym a Organem
nadzorczym. Obejmuje to ramy sprawozdawczosci w celu poinformowania
Organu nadzorczego o:

1. szczegotowych informacjach dotyczgcych Wnioskodawcy, aby umozliwic
Organowi nadzorczemu sprawdzenie czy w przesziosci byt strong
postepowania przed Organem nadzorczym,;

2. powodach udzielenia/cofniecia certyfikacji zgodnie z art. 43 ust. 5 RODO
bezposrednio przed wydaniem, odnowieniem, zawieszeniem lub cofnieciem
certyfikacji zgodnie z sekcjg 7.1 ust. 3 niniejszego dokumentu.

9.3.3 Zarzadzanie rozpatrywaniem skarg

Integralng czes¢ systemu zarzgdzania stanowi procedura rozpatrywania skarg,
ktora musi by¢ zgodna z wymogami pkt 4.1.2.2 lit. ¢) i j), 4.6 lit. d) i 7.13 normy

ISO/IEC 17065/2012. Podmiot certyfikujacy zobowigzany jest zgtaszac
Organowi nadzorczemu odpowiednie skargi i sprzeciwy.

9.3.4 Zarzadzanie cofaniem akredytacji

Procedura stosowana w przypadku zawieszenia lub cofniecia akredytacji stanowi
cze$¢ systemu zarzgdzania Podmiotu certyfikujgcego. Obejmuje ona rowniez
powiadamianie Klientow.
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